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EU Hub SR 1.14 SCOPE and Update (Release in Jan 2024)- list of CR

CR_7171: SSL Certificate Renewal

CR_11983: Update Hub NuGet Packages to Latest Versions : EU Hub , technical

CR_13062: Remove Retrospective Upload for already long onboarded markets

CR_15274: Remove Redundant Code

CR_21739 Upgrade Storage Accounts from current minimum TLS 1.0

CR_21834: Divestitures and Acquisitions (Part 2)

CR_26932: Admin Proxy to support SSL ciphers offering greater than medium strength encryption ensuring Diffie-Hellman of 2048 bits or higher is used)

CR_27910 Alert Retry Queue Timeout Adjustment

CR_27937 Pack Disclosure Report to Consume Audit Data from Cosmos DB and Blob Storage

•CR_13062: Remove Retrospective Upload for already long onboarded markets: No more retrospective upload. PMD update by addition/deletion of new market
•CR_21834: Divestitures and Acquisitions (Part 2): There is no action for the OBPs to perform. Only more functionalities will be available (recall batch report, withdrawn report) 
for D&A products
•CR_27910 Alert Retry Queue Timeout Adjustment: There is no action for the OBPs to perform.
•CR_7171: SSL Certificate Renewal: To ensure continuity of service and maintain secure internal EU Hub communications. There is no action for the OBPs to perform.
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EU Hub SR 1.14 SCOPE and Update (Release in Jan 2024)- list of FR

FR_15368: Retry consumer service does not pick up updated configuration: EU Hub

FR_20966: No callback for PSUM/VBOP when Hub raised A2/A52 for request with 250k pack serial numbers

FR_25150: Race condition setting client cert in OBP callback and NS distribution messages causes message to fail

FR_25163: Replace mechanism for preventing trailing \n characters being accepted in the batch ID field

FR_27707: NationalCode changed in PMD Update is not updated

FR_25752: Incorrect Header Name in Pack Disclosure Report

•FR_20966: No callback for PSUM/VBOP when Hub raised A2/A52 for request with 250k pack serial numbers: There is no action for the OBPs to perform.
•FR_25150: Race condition setting client cert in OBP callback and NS distribution messages causes message to fail: There is no action for the OBPs to perform. This 
improves the connection of OBPs to the EU Hub. No functionality impacted.
•FR_25163: Replace mechanism for preventing trailing \n characters being accepted in the batch ID field: There is no action for the OBPs to perform.
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